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**Abstract**

Information literacy, especially digital information, is one of the special skills in the 21st century that must be mastered by students. Digital literacy skills can help students find, evaluate, utilize, create and communicate content/information. There are three main parts of the digital literacy framework which are the focus of this research. Those three are: protection, rights, and empowerment. This study aims to provide an overview of the level of understanding of digital literacy of students in rural areas, specifically students of the Slukat Learning Center. Data obtained by using a questionnaire given to 26 students intermediate level. The questionnaire was compiled based on three main parts of the digital literacy framework using the Likert scale. The results of data analysis show that: (1) the average understanding of the digital literacy framework for the protection section falls in the poor category for 59.75%, (2) the average understanding of the digital literacy framework for the rights section falls into the poor category for 45,18%, (3) the average understanding in the empowerment section falls into the fair category for 50.67%.
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**Introduction**

The goal of education is to prepare students to contribute to the world of work and social life. This has become one of the biggest challenges of the century. Learning to work and live in the 21st century means helping as many children as possible learn to apply 21st-century skills and a strong understanding of core to face the challenges of the times. The global world in the dimension of the 21st century is understood as the flow of transformation of knowledge based on competitiveness characterized by a system of information disclosure (Ziaurrahman & Surjono, 2017).

Life in the 21st century requires students to master important skills related to the four pillars of life, namely learning to know, learning to do, learning to be, and learning to live together. In these four pillars, each special skill is contained which needs to be applied in learning activities, such as critical thinking skills, problem-solving, metacognition, communication skills, collaboration skills, creation and innovation, and information literacy (Saavedra & Opfer, 2012).

Information literacy includes two aspects: information technology and communication technology. Information technology is related to processes such as supporting tools and manipulating and managing information (Mac Callum et al., 2014). Literacy is defined as a person's ability to read, write and count. This can be interpreted as a set of competencies and knowledge someone has (Yanti, 2016). Communication technology is about using supporting tools to transfer and process data across devices. Digital literacy is a set of skills related to the use of contemporary technology for information processing and communication (Wilson et al., 2015). Digital literacy competencies are useful for dealing with information from various digital sources that continue to grow along with the development of information and communication technology as an impact of the phenomenon of media convergence (A'yuni, 2015).

The government defines digital literacy as: "Awareness and understanding of the importance of information and the utilization of information and communication technology in the community in the context of developing an information culture towards the realization of the information society (Kominfo, 2003). Digital literacy is important to be included in education at all levels, especially at tertiary level. This level is responsible for educating citizens who will actively participate in the country's economic progress (Tuamsuk & Subramaniam, 2017).

The community uses a variety of technologies that can help their daily lives. Gadgets such as smartphones, tablets and laptops are one of the fastest in accessing information media (Satrio & Gafur, 2017). Surrounded by digital media and various media choices, 21st-century students must understand how to apply available media resources to learning, and use tools to create media in various forms of products that are useful for students themselves (Trilling & Fadel, 2009). The ease of access and the abundance of information that can be obtained through the internet, results in students being less selective in choosing the source of information to be used (Nurjanah et al., 2017).

There are many models of digital literacy that can be found on the Internet, with various names and forms. Based on ICT Watch's experience in carrying out the pillars of Internet Safety "Healthy Internet" since 2002 and continued with the pillars of continuous Internet Rights and Internet Governance until now, a digital literacy framework is formulated consisting of three main parts: 1). Protection, 2). Rights, and 3). Empowerment (Syaripudin et al., 2017).

The digital literacy framework according to Syaripudin et al (2017) explains in the first part that the protection aspect in the framework of digital literacy provides an understanding of the need for awareness of a number of things related to the safety and comfort of any Internet user. Some of them are personal data protection, online safety & security and individual privacy. A number of challenges in cyberspace include personal risks such as cyberbully issues, cyberstalking, cyber harassment, and cyber fraud.

The next digital literacy framework is a number of fundamental rights that must be known and respected by Internet users. These rights are related to freedom of expression and intellectual property rights like copyright and user rights such as the Creative Commons license model (CC). Then of course the right to assemble and associate, including in the virtual domain, is a necessity when talking about social activism. For example: to give social criticism through hashtags on social media, advocacy through multimedia works (memes, cartoons, videos, etc.) to encourage change with online petitions.

The internet can of course help users to produce more productive and meaningful works and performance for themselves, the environment and the wider community. For this reason, in the last part of the digital literacy framework, a number of topics have become challenges These topics include good quality citizen journalism, entrepreneurship related to the use of ICTs and/or digital products such as those done by technopreneur and digital start-up and MSME owners. This section also emphasizes information ethics that highlights the challenges of hoaxes, disinformation, and utterances of hatred and attempts to deal with them in a selective manner of information. Be smart while online and think before posting.

Based on the above, it can be concluded that the understanding of digital literacy is very much needed by students of the Slukat Learning Center in order to increase awareness and understanding of the importance of information. The utilization of good and responsible information and communication technology as a requirement for 21st-century life skills determine the ability of digital literacy skills of Slukat Learning Center students in Keramas village.

**Methods**

The research method used was descriptive quantitative, data obtained from the sample population were analyzed according to the statistical method used (Sugiyono, 2012). Descriptive research is intended to get an overview and description of student responses regarding understanding digital literacy skills.

This research targeted an after-school learning center called Slukat (SLC) which is based in Keramas Village, Blahbatuh, Gianyar, Bali. Data retrieval is done by using a questionnaire that was distributed through google form to 26 intermediate class students (middle and high school students age) in the concentration class learning English at SLC. The questionnaire provided is to find out the basic knowledge of students' digital literacy framework with 3 main frameworks in it, namely, aspects of protection, rights, and empowerment. The protection aspect contains 12 statement indicators regarding personal data protection, online security, and individual privacy. The aspect of rights contains 7 indicators regarding freedom of expression, intellectual property, and social activism. The empowerment aspect contains 9 indicators regarding citizen journalism, entrepreneurship, and information ethics.

From the quantitative data that has been calculated the average is then transformed into qualitative values ​with the reference put forward by Eko Putro W. that have been translated from Bahasa below.

**Table 1.** Conversion of quantitative to qualitative data (Widoyoko, 2009)

|  |  |  |
| --- | --- | --- |
| **Score interval** | **Average score** | **Category** |
| ***X* > + 1,8 sbi** | *X* > 3,4 | Excellent |
| **+ 0,6 sbi < *X* ≤ + 1,8 sbi** | 2,8 < *X* ≤ 3,4 | Good |
| **- 0,6 sbi < *X* ≤ + 0,6 sbi** | 2,2 < *X* ≤ 2,8 | Fair |
| **– 1,8 sbi < *X* ≤ - 0,6 sbi** | 1,6 < *X* ≤ 2,2 | Poor |
| ***X* ≤ - 1,8 sbi** | *X* ≤ 1,6 | Very Poor |

**Table 2.** Conversion of quantitative to qualitative data aspects of protection (Widoyoko, 2009)

|  |  |  |  |
| --- | --- | --- | --- |
| **Scale** | **Score Interval** | **Average Score** | **Category** |
| **Scale 5** | *X* > 40,8 | *X* > 3,4 | Excellent |
| **Scale 4** | 33,6 < *X* ≤ 40,8 | 2,8 < *X* ≤ 3,4 | Good |
| **Scale 3** | 26,4< *X* ≤ 33,6 | 2,2 < *X* ≤ 2,8 | Fair |
| **Scale 2** | 19,2 < *X* ≤ 26,4 | 1,6 < *X* ≤ 2,2 | Poor |
| **Scale 1** | 19,2 | *X* ≤ 1,6 | Very Poor |

**Table 3.** Conversion of quantitative to qualitative data aspects of rights (Widoyoko, 2009)

|  |  |  |  |
| --- | --- | --- | --- |
| **Scale** | **Score Interval** | **Average Score** | **Category** |
| **Scale 5** | *X* > 23,8 | *X* > 3,4 | Excellent |
| **Scale 4** | 19,6 < *X* ≤ 23,8 | 2,8 < *X* ≤ 3,4 | Good |
| **Scale 3** | 15,4< *X* ≤ 19,6 | 2,2 < *X* ≤ 2,8 | Fair |
| **Scale 2** | 11,2 < *X* ≤ 15,4 | 1,6 < *X* ≤ 2,2 | Poor |
| **Scale 1** | *X* ≤ 11,2 | *X* ≤ 1,6 | Very Poor |

**Table 4.** Conversion of quantitative to qualitative data aspects of empowerment (Widoyoko, 2009)

|  |  |  |  |
| --- | --- | --- | --- |
| **Scale** | **Score Interval** | **Average Score** | **Category** |
| **Scale 5** | *X* > 30,6 | *X* > 3,4 | Excellent |
| **Scale 4** | 25,2 < *X* ≤ 30,6 | 2,8 < *X* ≤ 3,4 | Good |
| **Scale 3** | 18< *X* ≤ 25,2 | 2,2 < *X* ≤ 2,8 | Fair |
| **Scale 2** | 14,4 < *X* ≤ 18 | 1,6 < *X* ≤ 2,2 | Poor |
| **Scale 1** | *X* ≤ 14,4 | *X* ≤ 1,6 | Very Poor |

**Findings and Discussion**

Based on the analysis of the digital literacy skills of the Slukat Learning Center students, the following results were obtained.

Based on the questionnaire using the Likert scale, the results for the 59.75% protection were included in the poor category. Many of the people were still not good enough in understanding the public domain, whether it was online or offline. This was due to the impact of social media use, intentionally or unintentionally uploading personal data in the form of self-identity, address, photos, and videos.

Hundreds of millions of users are now contributing to social media using Web 2.0 and social networking sites (SNS) such as Facebook and Twitter (Sobaih et al., 2016). We shifted more from our lives into virtual domains such as social media, Oh et al., 2016). It is very important for people to know the boundaries of the public and private domains. There are many mental and legal health risks, including cyberbullying, exposure to online predators, posts that are considered unsettling to be unwanted, and even criminal responsibility (Costello, 2017). Exposing personal data to social media, in the form of self-sensitive things, is also still done by people who are not responsible for committing crimes.

Software updates on personal computers or gadgets have not been properly addressed in the possibility that these electronic devices are easily infiltrated by dangerous viruses and malware. With the increasing use of the Internet in communication, online resources, and information sharing, users have become easy targets for hackers and crackers to obtain financial benefits that harm the internet users (Singh et al., 2017).

The results of this study are not only much noticed, but also have not been much noticed. by respondents who have an impact on fraud and in buying and selling transactions. This is an act that violates the governing laws of the use of pirated software. In Law Number 28 of 2014 concerning Copyright, Article 113 (1) paragraph 1 for a letter I for commercial use shall be finished with the longest imprisonment of 1 (one) year and/or a maximum fine of Rp. 100,000,000 (one hundred million rupiahs) (Kansil, 2018).

The results of the rights aspect are 45.18%. The first response to opinions, ideas, feelings and criticism of the government through social media have not been well applied by the respondents. Distributing untested information is still often done by respondents. Social media allows people to interact remotely, but the threat of deception also increases on social media which increases the risk of mass panic. It’s not really clear if the mass panic is justified by correct information or unjustified by incorrect information (Santoso et al., 2017). Most respondents are still rarely including writing, design, photo’s or pictures of someone else and claim them as theirs. Permission from the copyright owner before duplicating or disseminating his work, whether for commercial purposes or not, has not been done by the respondents. Furthermore, related activities to social activism through the internet or online media are also still low. The respondents are not using online petitions about a problem to evoke change and neither do they use the internet to raise funds for social activism.

The last aspect is Empowerment in a sufficient category with 50.67%. The first indicator of citizen journalism has not been done much by the respondents, one of them is doing citizen journalism in the form of reports, analysis, and delivery of information and news through various online applications. Citizen journalism has become the address to publish last because it reflects the ongoing norms related to news related to civil communication related to communication in old journals related to journalism related to democracy (Wall, 2015). This aspect of Empowerment is not to mention the concern about products/services through social media (Twitter, Instagram, Facebook, etc.) and this activity falls into the category that is often carried out by people because the business potential of buying and selling products (special products with great value from the island and beyond) in Bali is very high.

Educating themselves about information ethics and things that are more practical as re-checking the news received through social media by searching for sources has not been done by the respondents. "Fake news" is often used on several different phenomena. The great news about what false news makes it an understanding of social hazards it makes and makes solutions to these hazards difficult (Verstraete et al., 2017). Ideally, the respondents should have only trusted sources of information such as respected media of whom their quality and credibility is established.

**Conclusion**

The results of data analysis show that: (1) the average understanding of the digital literacy framework for the protection section falls in the poor category for 59.75%, (2) the average understanding of the digital literacy framework for the rights: 45,18% falls into the poor category (3) the average understanding in the empowerment section falls into the fair category for 50.67%. In other words, the Slukat Learning Center students' understanding of digital literacy skills still needs to be improved. The students familiarity with information and communication technology is unavoidably increasing and it is necessary to balance it with good knowledge of digital literacy skills. It is highly recommended to conduct proportional digital literacy skills training / learning to improve the digital literacy skills of Slukat Learning Center students.
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